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Security 
Council 
resolution 
2341(2017)

 Each State determines what
constitutes its CI and how to
protect it from terrorist attacks.

States are encouraged to:
raise awareness, expand knowledge
and understanding of the challenges
posed by terrorist attacks against CI
develop of strategies for reducing
risks to CI from terrorist attacks
establish criminal responsibility for
terrorist attacks against CI
strengthen national, regional and
international partnerships, both
public and private
ensure domestic interagency
cooperation
enhance international cooperation,
including in sharing of information and
good practices



Security 
Council 
resolution 
2396(2017)

 Need for MS to develop, review,
or amend national risk and threat
assessments to take into account
ST to develop appropriate
contingency and emergency
response plans for terrorist
attacks;

 Calls upon MS to establish or
strengthen national, regional and
international partnerships with
stakeholders, both public and
private

 share information and experience
in order to prevent, protect,
mitigate, investigate, respond to
and recover from damage from
terrorist attacks against soft
targets.



Resolution 2309 
(2016) on civil 
aviation security 

Resolution 2370 
(2017) on preventing 
terrorists from 
acquiring weapons

2018 Addendum to 
the Madrid Guiding 
Principles: Guiding 
principles 50 and 51

Other 
relevant 
resolutions 
and 
guidance

Presenter Notes
Presentation Notes
Resolution 2309 (2016) calls upon states to urgently address any gaps or vulnerabilities that may be highlighted by ICAO or national self-risk assessment or audit processes; (e) Strengthen security screening procedures and maximize the promotion, utilization and sharing of new technologies and innovative techniques that maximize the capability to detect explosives and other threats, as well as strengthening cooperation and collaboration and sharing experience in regards to developing security check technologies
Resolution 2370 (2017) condemns the continued flow of weapons, including SALW, military equipment, unmanned aircraft systems (UASs) and their components, and IEDS components to and between ISIL/Da’esh, Al-Qaida, their affiliates, and associated groups, illegal armed groups and criminals, and encouraging MS to prevent and disrupt procurement networks for such weapons, systems and components 
2018 Addendum to the Madrid Guiding Principles: Guiding principles 50 and 51




CTC/CTED assessments

Identifying existing 
initiatives in a more 

comprehensive manner

Need to understand the 
threat better and 

analyze of trends as the 
threat evolves

Strengthen measures to 
counter new and 
emerging threats

2341 and 2396 
interrelation with other 

SC resolutions

Integration to national 
and regional strategies

Support and utilize 
initiatives developed by 

IROs

Need to increase efforts 
to provide technical 

assistance

Exercise constant 
adaptation

Ensure engagement of all 
stakeholders incl. civil 
society, private sector, 

first responders…

Increase exchange of 
information

Ensure all efforts are in 
compliance with rule of 
law and human rights 
obligations and gender 
sensitive approaches

Presenter Notes
Presentation Notes
Lack of clear policies, resources, knowledge, expertise, experience
Challenges in defining “soft” targets 
Critical infrastructure more often addressed at national level than “soft” targets
Absence of national strategies and whole-of-government/society approaches
Challenges in establishing inter-agency cooperation mechanisms and chain of command
Challenges in enabling and ensuring exchange of timely information
The threat at all levels of Government not fully understood
Challenges in establishing public-private partnerships, engaging local and community leaders, civil society
Contingency plans and measures, emergency preparedness protocols, crisis management systems not deployed
New and emerging risks and threats
Absence of appropriate safeguards  




Cooperation

CTC assessment 
visits and 

facilitation of 
technical assistance

Global 
Counterterrorism 

Coordination 
Compact

Partnerships with all 
relevant 

international and 
regional 

organizations

Private sector 
partnerships, 
research and 

academia, CTED 
GRN, GCTF…

Development and 
promotion of 

guidance materials

Presenter Notes
Presentation Notes
Open briefings of the Counter-Terrorism Committee (CTC) 
Awareness raising efforts: regional workshops held in 2019 (SEA region and Africa) by UNOCT-CTED-INTERPOL with participation by UNODC, ICAO, WHO, CAERT, GCTF and member state experts
Partnering with regional organizations; OSCE workshop for SEE region
UNSCR 2341 (2017) and the Role of Civil Aviation in Protecting Critical Infrastructure from Terrorist Attacks
UNOCT Global Programme on countering terrorist threats against vulnerable targets, launched 19 January 2021
Upcoming: second edition of the Compendium of Good Practices on Protection of Critical Infrastructure with thematic addendum(s) focusing on “soft” target protection








New and 
emerging 
threats and 
trends

 COVID-19 
impact

 ICT

 Insider threat

 SALW

 IED’s

 UAS

 Evolving MO’s 
and increased 
threat against 
certain targets



Conclusions
 recognize the need for a risk-based 

approach and a common assessment 
methodology

 set up the multi-agency and inter-
agency structures and cooperation 
mechanisms required to ensure that 
security is understood and 
implemented in a consistent manner. 

 Engage critical non-Government 
stakeholders in States’ security 
mechanisms - encourage the State to 
conduct a mapping exercise of 
relevant stakeholders and to 
increase security awareness among 
them

 define what constitutes critical 
infrastructure and “soft” targets in 
their national context

 develop national Strategies for 
reducing risks to critical 
infrastructure and “soft” targets 
from terrorist attacks 



Thank you for your attention

 For more information:

 Please visit our website: 

https://www.un.org/securitycouncil/ctc/

 And follow us on social media:

Twitter: @un_cted

Facebook: @UnitedNationsCTED

Instagram: @un_cted

Flickr: un_cted

YouTube: United Nations CTED

https://www.un.org/securitycouncil/ctc/
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